§ 205.2--Definitions.

2(a) Access Device

1. Examples. The term access device includes debit cards, personal identification numbers (PINs), telephone transfer and telephone bill payment codes, and other means that may be used by a consumer to initiate an electronic fund transfer (EFT) to or from a consumer account. The term does not include magnetic tape or other devices used internally by a financial institution to initiate electronic transfers.

2. Checks used to capture information. The term "access device" does not include a check or draft used to capture the MICR (Magnetic Ink Character Recognition) encoding to initiate a one-time ACH debit. For example, if a consumer authorizes a one-time ACH debit from the consumer's account using a blank, partially completed, or fully completed and signed check for the merchant to capture the routing, account, and serial numbers to initiate the debit, the check is not an access device. (Although the check is not an access device under Regulation E, the transaction is nonetheless covered by the regulation. See comment 3(b)-1(v).)

* * * *

2(h) Electronic Terminal

1. Point-of-sale (POS) payments initiated by telephone. Because the term electronic terminal excludes a telephone operated by a consumer, a financial institution need not provide a terminal receipt when:

   i. A consumer uses a debit card at a public telephone to pay for the call.

   ii. A consumer initiates a transfer by a means analogous in function to a telephone, such as by home banking equipment or a facsimile machine.

2. POS terminals. A POS terminal that captures data electronically, for debiting or crediting to a consumer's asset account, is an electronic terminal for purposes of Regulation E even if no access device is used to initiate the transaction. (See § 205.9 for receipt requirements.)

3. Teller-operated terminals. A terminal or other computer equipment operated by an employee of a financial institution is not an electronic terminal for purposes of the regulation. However, transfers initiated at such terminals by means of a consumer's access device (using the consumer's PIN, for example) are EFTs and are subject to other requirements of the regulation. If an access device is used only for identification
purposes or for determining the account balance, the transfers are not EFTs for purposes of the regulation.

* * * *

2(m) Unauthorized Electronic Fund Transfer

1. Transfer by institution's employee. A consumer has no liability for erroneous or fraudulent transfers initiated by an employee of a financial institution.

2. Authority. If a consumer furnishes an access device and grants authority to make transfers to a person (such as a family member or co-worker) who exceeds the authority given, the consumer is fully liable for the transfers unless the consumer has notified the financial institution that transfers by that person are no longer authorized.

3. Access device obtained through robbery or fraud. An unauthorized EFT includes a transfer initiated by a person who obtained the access device from the consumer through fraud or robbery.

4. Forced initiation. An EFT at an automated teller machine (ATM) is an unauthorized transfer if the consumer has been induced by force to initiate the transfer.

5. Reversal of direct deposits. The reversal of a direct deposit made in error is not an unauthorized EFT when it involves:

   i. A credit made to the wrong consumer's account;

   ii. A duplicate credit made to a consumer's account; or

   iii. A credit in the wrong amount (for example, when the amount credited to the consumer's account differs from the amount in the transmittal instructions).

* * * *

§ 205.3--Coverage

* * * *

3(b) Electronic Fund Transfer

1. Fund transfers covered. The term electronic fund transfer includes:

   i. A deposit made at an ATM or other electronic terminal (including a deposit in cash or by check) provided a specific agreement exists between the financial institution and the consumer for EFTs to or from the account to which the deposit is made.
ii. A transfer sent via ACH. For example, social security benefits under the U.S. Treasury's direct-deposit program are covered, even if the listing of payees and payment amounts reaches the account-holding institution by means of a computer printout from a correspondent bank.

iii. A preauthorized transfer credited or debited to an account in accordance with instructions contained on magnetic tape, even if the financial institution holding the account sends or receives a composite check.

iv. A transfer from the consumer's account resulting from a debit-card transaction at a merchant location, even if no electronic terminal is involved at the time of the transaction, if the consumer's asset account is subsequently debited for the amount of the transfer.

v. A transfer via ACH where a consumer has provided a check to enable the merchant or other payee to capture the routing, account, and serial numbers to initiate the transfer, whether the check is blank, partially completed, or fully completed and signed; whether the check is presented at POS or is mailed to a merchant or other payee or lockbox and later converted to an EFT; or whether the check is retained by the consumer, the merchant or other payee, or the payee's financial institution.

vi. A payment made by a bill payer under a bill-payment service available to a consumer via computer or other electronic means, unless the terms of the bill-payment service explicitly state that all payments, or all payments to a particular payee or payees, will be solely by check, draft, or similar paper instrument drawn on the consumer's account, and the payee or payees that will be paid in this manner are identified to the consumer.

2. Fund transfers not covered. The term electronic fund transfer does not include:

i. A payment that does not debit or credit a consumer asset account, such as a payroll allotment to a creditor to repay a credit extension (which is deducted from salary).

ii. A payment made in currency by a consumer to another person at an electronic terminal.

iii. A preauthorized check drawn by the financial institution on the consumer's account (such as an interest or other recurring payment to the consumer or another party), even if the check is computer-generated.

3. Authorization of one-time EFT initiated using MICR encoding on a check. A consumer authorizes a one-time EFT (in providing a check to a merchant or other payee for the MICR encoding), where the consumer receives notice that the transaction will be processed as an EFT and completes the transaction. Examples of notice include, but are not limited to, signage at POS and written statements.
3(c) Exclusions From Coverage

Paragraph 3(c)(1)--Checks

1. Re-presented checks. The electronic re-presentment of a returned check is not covered by Regulation E because the transaction originated by check. Regulation E does apply, however, to any fee authorized by the consumer to be debited electronically from the consumer's account because the check was returned for insufficient funds. Authorization occurs where the consumer has received notice that a fee imposed for returned checks will be debited electronically from the consumer's account.

2. Check used to capture information for a one-time EFT. See comment 3(b)- 1(v).

Paragraph 3(c)(2)--Check Guarantee or Authorization

1. Memo posting. Under a check guarantee or check authorization service, debiting of the consumer's account occurs when the check or draft is presented for payment. These services are exempt from coverage, even when a temporary hold on the account is memo-posted electronically at the time of authorization.

Paragraph 3(c)(3)--Wire or Other Similar Transfers

1. Fedwire and ACH. If a financial institution makes a fund transfer to a consumer's account after receiving funds through Fedwire or a similar network, the transfer by ACH is covered by the regulation even though the Fedwire or network transfer is exempt.

2. Article 4A. Financial institutions that offer telephone-initiated Fedwire payments are subject to the requirements of UCC section 4A-202, which encourages verification of Fedwire payment orders pursuant to a security procedure established by agreement between the consumer and the receiving bank. These transfers are not subject to Regulation E and the agreement is not considered a telephone plan if the service is offered separately from a telephone bill-payment or other prearranged plan subject to Regulation E. The Board's Regulation J (12 CFR part 210) specifies the rules applicable to funds handled by Federal Reserve Banks. To ensure that the rules for all fund transfers through Fedwire are consistent, the Board used its preemptive authority under UCC section 4A-107 to determine that subpart B of Regulation J (12 CFR part 210), including the provisions of Article 4A, applies to all fund transfers through Fedwire, even if a portion of the fund transfer is governed by the EFTA. The portion of the fund transfer that is governed by the EFTA is not governed by subpart B of Regulation J (12 CFR part 210).

3. Similar fund transfer systems. Fund transfer systems that are similar to Fedwire include the Clearing House Interbank Payments System (CHIPS), Society for Worldwide Interbank Financial Telecommunication (SWIFT), Telex, and transfers made on the books of correspondent banks.
Paragraph 3(c)(4)--Securities and Commodities Transfers

1. Coverage. The securities exemption applies to securities and commodities that may be sold by a registered broker-dealer or futures commission merchant, even when the security or commodity itself is not regulated by the Securities and Exchange Commission or the Commodity Futures Trading Commission.

2. Example of exempt transfer. The exemption applies to a transfer involving a transfer initiated by a telephone order to a stockbroker to buy or sell securities or to exercise a margin call.

3. Examples of nonexempt transfers. The exemption does not apply to a transfer involving:

   i. A debit card or other access device that accesses a securities or commodities account such as a money market mutual fund and that the consumer uses for purchasing goods or services or for obtaining cash.

   ii. A payment of interest or dividends into the consumer's account (for example, from a brokerage firm or from a Federal Reserve Bank for government securities).

Paragraph 3(c)(5)--Automatic Transfers by Account-Holding Institution

1. Automatic transfers exempted. The exemption applies to:

   i. Electronic debits or credits to consumer accounts for check charges, stop-payment charges, NSF charges, overdraft charges, provisional credits, error adjustments, and similar items that are initiated automatically on the occurrence of certain events.

   ii. Debits to consumer accounts for group insurance available only through the financial institution and payable only by means of an aggregate payment from the institution to the insurer.

   iii. EFTs between a thrift institution and its paired commercial bank in the state of Rhode Island, which are deemed under state law to be intra-institutional.

   iv. Automatic transfers between a consumer's accounts within the same financial institution, even if the account holders on the two accounts are not identical.

2. Automatic transfers not exempted. Transfers between accounts of the consumer at affiliated institutions (such as between a bank and its subsidiary or within a holding company) are not intra-institutional transfers, and thus do not qualify for the exemption.
Paragraph 3(c)(6)--Telephone-Initiated Transfers

1. Written plan or agreement. A transfer that the consumer initiates by telephone is covered by Regulation E if the transfer is made under a written plan or agreement between the consumer and the financial institution making the transfer. A written statement available to the public or to account holders that describes a service allowing a consumer to initiate transfers by telephone constitutes a plan--for example, a brochure, or material included with periodic statements. The following, however, do not by themselves constitute a written plan or agreement:

   i. A hold-harmless agreement on a signature card that protects the institution if the consumer requests a transfer.

   ii. A legend on a signature card, periodic statement, or passbook that limits the number of telephone-initiated transfers the consumer can make from a savings account because of reserve requirements under Regulation D (12 CFR part 204).

   iii. An agreement permitting the consumer to approve by telephone the rollover of funds at the maturity of an instrument.

2. Examples of covered transfers. When a written plan or agreement has been entered into, a transfer initiated by a telephone call from a consumer is covered even though:

   i. An employee of the financial institution completes the transfer manually (for example, by means of a debit memo or deposit slip).

   ii. The consumer is required to make a separate request for each transfer.

   iii. The consumer uses the plan infrequently.

   iv. The consumer initiates the transfer via a facsimile machine.

   v. The consumer initiates the transfer using a financial institution's audio-response or voice-response telephone system.

Paragraph 3(c)(7)--Small Institutions

1. Coverage. This exemption is limited to preauthorized transfers; institutions that offer other EFTs must comply with the applicable sections of the regulation as to such services. The preauthorized transfers remain subject to sections 913, 915, and 916 of the act and § 205.10(e), and are therefore exempt rom UCC Article 4A.

****
§ 205.6--Liability of Consumer for Unauthorized Transfers

6(a) Conditions for Liability

1. Means of identification. A financial institution may use various means for identifying the consumer to whom the access device is issued, including but not limited to:

   i. Electronic or mechanical confirmation (such as a PIN).

   ii. Comparison of the consumer's signature, fingerprint, or photograph.

2. Multiple users. When more than one access device is issued for an account, the financial institution may, but need not, provide a separate means to identify each user of the account.

6(b) Limitations on Amount of Liability

1. Application of liability provisions. There are three possible tiers of consumer liability for unauthorized EFTs depending on the situation. A consumer may be liable for (1) up to $50; (2) up to $500; or (3) an unlimited amount depending on when the unauthorized EFT occurs. More than one tier may apply to a given situation because each corresponds to a different (sometimes overlapping) time period or set of conditions.

2. Consumer negligence. Negligence by the consumer cannot be used as the basis for imposing greater liability than is permissible under Regulation E. Thus, consumer behavior that may constitute negligence under state law, such as writing the PIN on a debit card or on a piece of paper kept with the card, does not affect the consumer's liability for unauthorized transfers. (However, refer to comment 2(m)-2 regarding termination of the authority if given by the consumer to another person.)

3. Limits on liability. The extent of the consumer's liability is determined solely by the consumer's promptness in reporting the loss or theft of an access device. Similarly, no agreement between the consumer and an institution may impose greater liability on the consumer for an unauthorized transfer than the limits provided in Regulation E.

Paragraph 6(b)(1)--Timely Notice Given

1. $50 limit applies. The basic liability limit is $50. For example, the consumer's card is lost or stolen on Monday and the consumer learns of the loss or theft on Wednesday. If the consumer notifies the financial institution within two business days of learning of the loss or theft (by midnight Friday), the consumer's liability is limited to $50 or the amount of the unauthorized transfers that occurred before notification, whichever is less.

2. Knowledge of loss or theft of access device. The fact that a consumer has received a periodic statement that reflects unauthorized transfers may be a factor in determining
whether the consumer had knowledge of the loss or theft, but cannot be deemed to represent conclusive evidence that the consumer had such knowledge.

3. Two-business-day rule. The two-business-day period does not include the day the consumer learns of the loss or theft or any day that is not a business day. The rule is calculated based on two 24-hour periods, without regard to the financial institution's business hours or the time of day that the consumer learns of the loss or theft. For example, a consumer learns of the loss or theft at 6 p.m. on Friday. Assuming that Saturday is a business day and Sunday is not, the two-business-day period begins on Saturday and expires at 11:59 p.m. on Monday, not at the end of the financial institution's business day on Monday.

**Paragraph 6(b)(2)--Timely Notice Not Given**

1. $500 limit applies. The second tier of liability is $500. For example, the consumer's card is stolen on Monday and the consumer learns of the theft that same day. The consumer reports the theft on Friday. The $500 limit applies because the consumer failed to notify the financial institution within two business days of learning of the theft (which would have been by midnight Wednesday). How much the consumer is actually liable for, however, depends on when the unauthorized transfers take place. In this example, assume a $100 unauthorized transfer was made on Tuesday and a $600 unauthorized transfer on Thursday. Because the consumer is liable for the amount of the loss that occurs within the first two business days (but no more than $50), plus the amount of the unauthorized transfers that occurs after the first two business days and before the consumer gives notice, the consumer's total liability is $500 ($50 of the $100 transfer plus $450 of the $600 transfer, in this example). But if $600 was taken on Tuesday and $100 on Thursday, the consumer's maximum liability would be $150 ($50 of the $600 plus $100).

2. Transfers not involving access device. The first two tiers of liability do not apply to unauthorized transfers from a consumer's account made without an access device. If, however, the consumer fails to report such unauthorized transfers within 60 calendar days...
of the financial institution's transmittal of the periodic statement, the consumer may be liable for any transfers occurring after the close of the 60 days and before notice is given to the institution. For example, a consumer's account is electronically debited for $200 without the consumer's authorization and by means other than the consumer's access device. If the consumer notifies the institution within 60 days of the transmittal of the periodic statement that shows the unauthorized transfer, the consumer has no liability. However, if in addition to the $200, the consumer's account is debited for a $400 unauthorized transfer on the 61st day and the consumer fails to notify the institution of the first unauthorized transfer until the 62nd day, the consumer may be liable for the full $400.

Paragraph 6(b)(4)--Extension of Time Limits

1. Extenuating circumstances. Examples of circumstances that require extension of the notification periods under this section include the consumer's extended travel or hospitalization.

Paragraph 6(b)(5)--Notice to Financial Institution

1. Receipt of notice. A financial institution is considered to have received notice for purposes of limiting the consumer's liability if notice is given in a reasonable manner, even if the consumer notifies the institution but uses an address or telephone number other than the one specified by the institution.

2. Notice by third party. Notice to a financial institution by a person acting on the consumer's behalf is considered valid under this section. For example, if a consumer is hospitalized and unable to report the loss or theft of an access device, notice is considered given when someone acting on the consumer's behalf notifies the bank of the loss or theft. A financial institution may require appropriate documentation from the person representing the consumer to establish that the person is acting on the consumer's behalf.

3. Content of notice. Notice to a financial institution is considered given when a consumer takes reasonable steps to provide the institution with the pertinent account information. Even when the consumer is unable to provide the account number or the card number in reporting a lost or stolen access device or an unauthorized transfer, the notice effectively limits the consumer's liability if the consumer otherwise identifies sufficiently the account in question. For example, the consumer may identify the account by the name on the account and the type of account in question.

* * * * *
§ 205.11--Procedures for Resolving Errors

11(a) Definition of Error

1. Terminal location. With regard to deposits at an ATM, a consumer's request for the terminal location or other information triggers the error resolution procedures, but the financial institution need only provide the ATM location if it has captured that information.

2. Verifying an account debit or credit. If the consumer contacts the financial institution to ascertain whether a payment (for example, in a home-banking or bill-payment program) or any other type of EFT was debited to the account, or whether a deposit made via ATM, preauthorized transfer, or any other type of EFT was credited to the account, without asserting an error, the error resolution procedures do not apply.

3. Loss or theft of access device. A financial institution is required to comply with the error resolution procedures when a consumer reports the loss or theft of an access device if the consumer also alleges possible unauthorized use as a consequence of the loss or theft.

4. Error asserted after account closed. The financial institution must comply with the error resolution procedures when a consumer properly asserts an error, even if the account has been closed.

5. Request for documentation or information. A request for documentation or other information must be treated as an error unless it is clear that the consumer is requesting a duplicate copy for tax or other record-keeping purposes.

11(b) Notice of Error From Consumer

Paragraph 11(b)(1)--Timing; Contents

1. Content of error notice. The notice of error is effective even if it does not contain the consumer's account number, so long as the financial institution is able to identify the account in question. For example, the consumer could provide a Social Security number or other unique means of identification.

2. Investigation pending receipt of information. While a financial institution may request a written, signed statement from the consumer relating to a notice of error, it may not delay initiating or completing an investigation pending receipt of the statement.

3. Statement held for consumer. When a consumer has arranged for periodic statements to be held until picked up, the statement for a particular cycle is deemed to have been transmitted on the date the financial institution first makes the statement available to the consumer.
4. Failure to provide statement. When a financial institution fails to provide the consumer with a periodic statement, a request for a copy is governed by this section if the consumer gives notice within 60 days from the date on which the statement should have been transmitted.

5. Discovery of error by institution. The error resolution procedures of this section apply when a notice of error is received from the consumer, and not when the financial institution itself discovers and corrects an error.

6. Notice at particular phone number or address. A financial institution may require the consumer to give notice only at the telephone number or address disclosed by the institution, provided the institution maintains reasonable procedures to refer the consumer to the specified telephone number or address if the consumer attempts to give notice to the institution in a different manner.

Paragraph 11(b)(2)--Written Confirmation

1. Written confirmation-of-error notice. If the consumer sends a written confirmation of error to the wrong address, the financial institution must process the confirmation through normal procedures. But the institution need not provisionally credit the consumer's account if the written confirmation is delayed beyond 10 business days in getting to the right place because it was sent to the wrong address.

11(c) Time Limits and Extent of Investigation

1. Notice to consumer. Unless otherwise indicated in this section, the financial institution may provide the required notices to the consumer either orally or in writing.

2. Written confirmation of oral notice. A financial institution must begin its investigation promptly upon receipt of an oral notice. It may not delay until it has received a written confirmation.

3. Charges for error resolution. If a billing error occurred, whether as alleged or in a different amount or manner, the financial institution may not impose a charge related to any aspect of the error-resolution process (including charges for documentation or investigation). Since the act grants the consumer error-resolution rights, the institution should avoid any chilling effect on the good-faith assertion of errors that might result if charges are assessed when no billing error has occurred.

4. Correction without investigation. A financial institution may make, without investigation, a final correction to a consumer's account in the amount or manner alleged by the consumer to be in error, but must comply with all other applicable requirements of § 205.11.

5. Correction notice. A financial institution may include the notice of correction on a periodic statement that is mailed or delivered within the 10- business-day or 45-calendar-
day time limits and that clearly identifies the correction to the consumer's account. The institution must determine whether such a mailing will be prompt enough to satisfy the requirements of this section, taking into account the specific facts involved.

6. Correction of an error. If the financial institution determines an error occurred, within either the 10-day or 45-day period, it must correct the error (subject to the liability provisions of § 205.6(a) and (b)) including, where applicable, the crediting of interest and the refunding of any fees imposed by the institution. In a combined credit/EFT transaction, for example, the institution must refund any finance charges incurred as a result of the error. The institution need not refund fees that would have been imposed whether or not the error occurred.

7. Extent of required investigation. A financial institution complies with its duty to investigate, correct, and report its determination regarding an error described in § 205.11(a)(1)(vii) by transmitting the requested information, clarification, or documentation within the time limits set forth in § 205.11(c). If the institution has provisionally credited the consumer's account in accordance with § 205.11(c)(2), it may debit the amount upon transmitting the requested information, clarification, or documentation.

Paragraph 11(c)(2)(i)

1. Compliance with all requirements. Financial institutions exempted from provisionally crediting a consumer's account under § 205.11(c)(2)(i) (A) and (B) must still comply with all other requirements of § 205.11.

Paragraph 11(c)(3)--Extension of Time Periods

1. POS debit card transactions. The extended deadlines for investigating errors resulting from POS debit card transactions apply to all debit card transactions, including those for cash only, at merchants' POS terminals, and also including mail and telephone orders. The deadlines do not apply to transactions at an ATM, however, even though the ATM may be in a merchant location.

Paragraph 11(c)(4)--Investigation

1. Third parties. When information or documentation requested by the consumer is in the possession of a third party with whom the financial institution does not have an agreement, the institution satisfies the error resolution requirement by so advising the consumer within the specified time period.

2. Scope of investigation. When an alleged error involves a payment to a third party under the financial institution's telephone bill-payment plan, a review of the institution's own records is sufficient, assuming no agreement exists between the institution and the third party concerning the bill-payment service.
3. POS transfers. When a consumer alleges an error involving a transfer to a merchant via a POS terminal, the institution must verify the information previously transmitted when executing the transfer. For example, the financial institution may request a copy of the sales receipt to verify that the amount of the transfer correctly corresponds to the amount of the consumer's purchase.

4. Agreement. An agreement that a third party will honor an access device is an agreement for purposes of this paragraph. A financial institution does not have an agreement for purposes of § 205.11(c)(4)(ii) solely because it participates in transactions that occur under the federal recurring payments programs, or that are cleared through an ACH or similar arrangement for the clearing and settlement of fund transfers generally, or because it agrees to be bound by the rules of such an arrangement.

11(d) Procedures if Financial Institution Determines No Error or Different Error Occurred

1. Error different from that alleged. When a financial institution determines that an error occurred in a manner or amount different from that described by the consumer, it must comply with the requirements of both § 205.11(c) and (d), as relevant. The institution may give the notice of correction and the explanation separately or in a combined form.

Paragraph 11(d)(1)--Written Explanation

1. Request for documentation. When a consumer requests copies of documents, the financial institution must provide the copies in an understandable form. If an institution relied on magnetic tape it must convert the applicable data into readable form, for example, by printing it and explaining any codes.

Paragraph 11(d)(2)--Debting Provisional Credit

1. Alternative procedure for debiting of credited funds. The financial institution may comply with the requirements of this section by notifying the consumer that the consumer's account will be debited five business days from the transmittal of the notification, specifying the calendar date on which the debiting will occur.

2. Fees for overdrafts. The financial institution may not impose fees for items it is required to honor under § 205.11. It may, however, impose any normal transaction or item fee that is unrelated to an overdraft resulting from the debiting. If the account is still overdrawn after five business days, the institution may impose the fees or finance charges to which it is entitled, if any, under an overdraft credit plan.

11(e) Reassertion of Error

1. Withdrawal of error; right to reassert. The financial institution has no further error resolution responsibilities if the consumer voluntarily withdraws the notice alleging an
error. A consumer who has withdrawn an allegation of error has the right to reassert the allegation unless the financial institution had already complied with all of the error resolution requirements before the allegation was withdrawn. The consumer must do so, however, within the original 60-day period.

§ 205.12--Relation to Other Laws

12(a) Relation to Truth in Lending

1. Determining applicable regulation.

   i. For transactions involving access devices that also function as credit cards, whether Regulation E or Regulation Z (12 CFR part 226) applies depends on the nature of the transaction. For example, if the transaction solely involves an extension of credit, and does not include a debit to a checking account (or other consumer asset account), the liability limitations and error resolution requirements of Regulation Z apply. If the transaction debits a checking account only (with no credit extended), the provisions of Regulation E apply. If the transaction debits a checking account but also draws on an overdraft line of credit attached to the account, Regulation E's liability limitations apply, in addition to § 226.13 (d) and (g) of Regulation Z (which apply because of the extension of credit associated with the overdraft feature on the checking account). If a consumer's access device is also a credit card and the device is used to make unauthorized withdrawals from a checking account, but also is used to obtain unauthorized cash advances directly from a line of credit that is separate from the checking account, both Regulation E and Regulation Z apply.

   ii. The following examples illustrate these principles:

   A. A consumer has a card that can be used either as a credit card or a debit card. When used as a debit card, the card draws on the consumer's checking account. When used as a credit card, the card draws only on a separate line of credit. If the card is stolen and used as a credit card to make purchases or to get cash advances at an ATM from the line of credit, the liability limits and error resolution provisions of Regulation Z apply; Regulation E does not apply.

   B. In the same situation, if the card is stolen and is used as a debit card to make purchases or to get cash withdrawals at an ATM from the checking account, the liability limits and error resolution provisions of Regulation E apply; Regulation Z does not apply.

   C. In the same situation, assume the card is stolen and used both as a debit card and as a credit card; for example, the thief makes some purchases using the card as a debit card, and other purchases using the card as a credit card. Here, the liability limits and error resolution provisions of Regulation E apply to the unauthorized transactions in which the card was used as a debit card, and the corresponding provisions of Regulation Z apply to the unauthorized transactions in which the card was used as a credit card.
D. Assume a somewhat different type of card, one that draws on the consumer's checking account and can also draw on an overdraft line of credit attached to the checking account. There is no separate line of credit, only the overdraft line, associated with the card. In this situation, if the card is stolen and used, the liability limits and the error resolution provisions of Regulation E apply. In addition, if the use of the card has resulted in accessing the overdraft line of credit, the error resolution provisions of § 226.13(d) and (g) of Regulation Z also apply, but not the other error resolution provisions of Regulation Z.

2. Issuance rules. For access devices that also constitute credit cards, the issuance rules of Regulation E apply if the only credit feature is a preexisting credit line attached to the asset account to cover overdrafts (or to maintain a specified minimum balance). Regulation Z (12 CFR part 226) rules apply if there is another type of credit feature, for example, one permitting direct extensions of credit that do not involve the asset account.

* * * *

§ 205.14--Electronic Fund Transfer Service Provider Not Holding Consumer's Account

14(a) Electronic Fund Transfer Service Providers Subject to Regulation

1. Applicability. This section applies only when a service provider issues an access device to a consumer for initiating transfers to or from the consumer's account at a financial institution and the two entities have no agreement regarding this EFT service. If the service provider does not issue an access device to the consumer for accessing an account held by another institution, it does not qualify for the treatment accorded by § 205.14. For example, this section does not apply to an institution that initiates preauthorized payroll deposits to consumer accounts on behalf of an employer. By contrast, § 205.14 can apply to an institution that issues a code for initiating telephone transfers to be carried out through the ACH from a consumer's account at another institution. This is the case even if the consumer has accounts at both institutions.

2. ACH agreements. The ACH rules generally do not constitute an agreement for purposes of this section. However, an ACH agreement under which members specifically agree to honor each other's debit cards is an "agreement," and thus this section does not apply.

14(b) Compliance by Electronic Fund Transfer Service Provider

1. Liability. The service provider is liable for unauthorized EFTs that exceed limits on the consumer's liability under § 205.6.
Paragraph 14(b)(1)--Disclosures and Documentation

1. Periodic statements from electronic fund transfer service provider. A service provider that meets the conditions set forth in this paragraph does not have to issue periodic statements. A service provider that does not meet the conditions need only include on periodic statements information about transfers initiated with the access device it has issued.

Paragraph 14(b)(2)--Error Resolution

1. Error resolution. When a consumer notifies the service provider of an error, the EFT service provider must investigate and resolve the error in compliance with § 205.11 as modified by § 205.14(b)(2). If an error occurred, any fees or charges imposed as a result of the error, either by the service provider or by the account-holding institution (for example, overdraft or dishonor fees) must be reimbursed to the consumer by the service provider.

14(c) Compliance by Account-Holding Institution

Paragraph 14(c)(1)

1. Periodic statements from account-holding institution. The periodic statement provided by the account-holding institution need only contain the information required by § 205.9(b)(1).